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% m % Summary

Cloud computing and mobile devices are here to stay. It's time to move
from perimeter-based security to an information-centric security
approach. Mobile and remote user security starts in the cloud.

Imagine directing your Internet traffic through a simple and cost effective
infrastructure that is globally available — an infrastructure that provides
the same policy and protection whether users are in the office using their
desktop, on the road at a hotel or airport using their smartphone or tablet,
Any Devics Anywhere or at home using they’re laptop.

The Securio platform provides a powerful ICS solution to continuously
monitor and manage sensitive information in the enterprise and the
cloud.

It is the first and only Information-Centric Security solution available in
the market. Securio is unique in its breadth, level of accuracy, feature set
and ability to scale horizontally and vertically in the cloud.

Manage F It is designed to provide user access while protecting information in every
format, wherever it is and wherever it is accessed -- in the enterprise
network, the cloud and on mobile devices.
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Any Device Anywhere
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CEE Corporation Cyber Security Solution: SECURIO - Protect your data from the inside out

CEE Corporation offers SECURIO, our Information-Centric Security solution; an approach that emphasizes on the
security of information itself.

Do you know where your sensitive data is located?

Discover: Find your sensitive data
Our Discover component can be used to scan your enterprise using a combination of fingerprint, pattern and keyword
dictionary matches, in order to find where your sensitive data is located through your environment.

Do you know how much a data breach can cost your company?

Risk Assessment: The cost of a breach
CEE Corporation can provide a Risk Assessment of your sensitive data and calculate how much a data breach can cost
your organization. This solution can help your company determine the full impact of a data breach.

How can you protect your data against unauthorized loss?

Protect: Defend against unauthorized data loss

The Protect component that we offer is designed to defend against unauthorized data loss. It is designed to monitor
and/or block sensitive data from being sent to unauthorized users or locations. It's an all-encompassing data loss
prevention solution.

How can you protect information from Cloud computing and mobile devices?

SECURIO Cloud: Secure Cloud and Mobile Devices

Our powerful architecture scans all outbound Internet traffic from any device or location and protects against data loss
in the Cloud and from mobile devices such as laptops, tablets and smartphones. Stop data loss across all users no matter
what device they’re using or where they’re located.

How SECURIO can help your organization meet compliance and government regulation?

Security Templates: Meet Compliance and Regulation
CEE Corporation Securio solution helps your organization meet or exceed compliance and governance requirements for
you and your customers with predefined security templates and extendable custom policies and reporting.

How your organization can view and manages security incidents?

Unified Policy Management: Easy Administration

Our Manage component is an intuitive and easy to use web-based interface for management and reporting of all Securio
solutions. It provides a single policy across multiple devices and applications, greatly reducing administration and
operating requirements.

How can you track how your data is handled and where does it go?

Data Tracking: Know how your data is handled

A unique and optional feature our Securio platform possesses is the ability to track and record the genealogy and chain
of custody of sensitive documents. This information is used by the Information-Centric Security platform for auditing
purposes as well as to identify meaningful deviations from normal behavior that could infer malicious intent.

How you can you monitor if your sensitive data has been lost or if it is in the Wild?

Scrapping the Dark Web: Monitor your data in the Wild

The latest rendition of our product, Securio 4.0, scrapes the Dark Web for Stolen Business Data. It enables users to
monitor and locate stolen information in the Dark Web - the part of the Internet hidden from search engines, which is
where criminals buy and sell stolen data.

For more information about our cybersecurity products and solutions please contact CEE Corporation at 202.827.5707 by
email info@ceesl.com, or visit our website www.ceesl.com.
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Comprehensive information-centric security protection E CEE, COI"p.
across web, email and mobile Core

Engineering Enterprises

Overview

For organizations with the need to monitor large volumes of sensitive data at the enterprise level, as well as
monitor information requests from remote and mobile users, CEE Corp offers a solution that can be easily
implemented as an integrated platform. The Securio™ solution can be deployed in the enterprise as either
software to be run on the customer’s own hardware or on a prepackaged appliance. Together, this local
enterprise solution and the cloud based solution, uniquely provides full Information-Centric Security (ICS)
capabilities for enterprise and cloud networks.

Benefits Features

* Instant Access: Simple user setup. Any user, i

any device, located anywhere.

Unified Policy Management: Provide a single .

policy across multiple devices and applications,
greatly reducing administration and operating
requirements.

Real-time Consolidated Reporting: .

Consolidated reporting and analysis across

users and devices no matter where they’re

located. Visibility directly into your Internet
usage and security findings.

Compliance Templates: Pre-configured policies
meet or exceed requirements for Pll, PCl and

HIPAA. Additional customized policies can be .

created easily and implemented to address the
“next big thing” in data security.

SSL Support: Full content inspection of SSL
outbound traffic.

High Accuracy: Mature security detection
technology results in fewer false positives.

Easy to Provision: No client agent to install.
Fast startup yields immediate results

Flexible: Easy to customize to align with
changing requirements to prevent data loss
from multiple locations, remote users and
mobile devices.

Scalable: Built in a fully virtualized
information-centric security protection
architecture to leverage massively scalable
computing concepts. The solution scales as
you need more capacity. Add an office — no
problem. Start to use smartphones and
tablets to access the Internet — no problem.

Affordable Pricing Options: Product
purchase or monthly subscription pay-as-
you-go pricing options are available. Easy to
budget. No hidden fees.

You’re in Control. Unified Policies. Easy Administration.

* Easy to deploy. No agent software to install, simply point your devices to the Securio platform, select the
security policies to enforce and we provide the protection.

* Stop data loss across all users no matter what device they’re using or where they’re located — all with a
single unified security policy.

* Meet or exceed compliance and governance requirements for your business with predefined security
templates and extendable custom policies and reporting.
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Information-Centric Security Software Solution @ CEE, Corp.

Engineering Enterprises

There is a nexus of disruptive forces causing the security landscape to change...

How do organizations effectively Sensitive data is now being
inspect big data patterns? & stored in the cloud.
How do they efficiently Who controls it?

remediate the security

events they detect? How do you protect it?

— oo
ANY DEVICE

Systems are being accessed outside
established security controls.

Bring-your-own-device (BYOD) is becoming the standard.

Difficult to enforce security-minded behavior.
WHAT IS INFORMATION-CENTRIC SECURITY?
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Information-Centric Security is: an approach to the cloud security paradigm that emphasizes the security of the information itself
rather than the security of networks or data centers.
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